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1. If you are  in a gaming room and someone that you do not know asks you about 

personal information (same age as you-or close), what do you do?  

 

A. Tell them just a little bit about yourself. 

B. Don't ever give out any personal information. 

C. Tell them everything they want to know. 

 

2. If you feel uncomfortable in any chat room, find something "a little weird" on 

Facebook/MySpace, or just think something is wrong you should... 

 

A. Delete your page immediately. 

B. Tell your parents. 

C. Tell the person who offended you to leave you alone. 

D. Do nothing. 

E. A, B, and C 

 

3. What do you do if someone keeps bothering you on-line?  

 

A. Tell your parents. 

B. Tell your friends. 

C. Tell them to leave you alone, again, and print out the attempts to contact. 

D. All of the above 
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4. A "boy/girl" contacts you through a chat board.  He/she is exactly your age, likes 

the same things as you, likes the same music you do. After a few weeks of chatting, 

he/she asks you to meet him/her.  What do you do? 

A. Tell him/her yes, and set a date to meet at your house or his/hers. 

B. Don't trust anything anyone says on the internet. They could be lying about who they are. 

C. Keep chatting to learn more about them. 

D. Only A and C 

 

5. When you are making up a user name or a password, you should: 

A. Always use your real name. 

B.  Use a name that does NOT reveal your true identity. 

C.  Use a name that gives good clues about who you really are. 

 

6. With your passwords, you should: 

A. Give them out to only your best friends. 

B.  Write them on the first page of your notebook. 

C.  Never give out your passwords, except to your parents. 

 

7. When someone asks for personal information like phone numbers or addresses 

online, you should: 

A. Give the information to anyone who asks because it's the polite thing to do.  

B.  Post the information on any public Web site like MySpace, so anyone can find it. 

C. Never give out personal information online in emails or instant messages to people you 

never met in real life 

 

8. When you are filling out forms or surveys online, you should: 

A. Answer all the questions truthfully. 

B. Before you answer any questions, you should make sure your parents or teachers know 

about it and accept it.  

C. Make up funny answers to all the questions. 

 

 



 

 

4 

Q U I Z  Q U E S T I O N S  F O R  
S T U D E N T S  
O N  C Y B E R  S A F E T Y  

 

DIGITAL LITERACY 
CURRICULUM 

 9. When online friends say they want to meet you in person, you should: 

A. Go ahead, make plans and meet them wherever and whenever they want. 

B. Inform your parents and make sure that you meet where there are a lot of people around. 

C. Never meet anyone in person that you met online, it’s just not safe. 

 

10. When you get an email or instant message from people you don't know, you 

should: 

A. Ignore it. 

B. Respond with a polite how-do-you-do. 

C. Forward the message to your best friends. 

 

11. When you receive an email with an attachment that you were NOT expecting from 

a friend, you should: 

A. Open the attachment without thinking about it. 

B.  Ask a friend if you think it's okay to open the attachment. 

C.  Ask your parents if it is okay to open the attachment. 

 

12. The Internet gives us access to all possible resources.  

TRUE    FALSE  

 

13. Information on the Internet can always be trusted to be factual. It wouldn’t be  

online if it wasn’t true.  

TRUE    FALSE  

 

14.Anything I send in my private email, IM or chat cannot be seen by others.  

TRUE    FALSE 

 

15. Websites must have my permission to put online any personal information  

about me, like my phone number, address or birthday.  

TRUE    FALSE 
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 16. If I want to know something about a stranger that sends me an Instant  

Message, I can check their profile and trust that information.  

TRUE    FALSE 

 

17. I can always trust emails and attachments I get from friends.  

TRUE    FALSE 

 

18. Criminals and terrorists are sending encrypted messages in photos as forwards  

being mass-emailed around the world.   

TRUE    FALSE 

 

19. What is cyber safety? 

A. Being protected against robots 

B.  A set of rules for behaviour when surrounded by transformers 

C.  Safe and responsible use of information and communication technology. 

 

20. What is plagiarism? 

A.  A science about plagues(plague= disease, infection that can be epidemic) 

B.  Copying someone’s work and pretending to be the actual author 

C.  A belief that plagues help strengthen human body 

 

21. Who is responsible for what we do online? 

A. The internet supplier 

B.  The device producer 

C.  Each of us 

 

22. What is digital fingerprint? 

A. A mark we leave in the internet each time we go online 

B.  A special fingerprint we can get via surgery not to be recognised when doing something 

bad 

C. Marks we leave on the touchscreen of devices 
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23. Put these passwords of Ahmed Bedaie b. 1989 in order of strength (from the weakest 

to the strongest): 

A.   AB1989 

B.  AhmedB 

C.  Qv3NsEdfp  

D.  1234 

 

Justify your answer: 

 

 

24. What do we use to go online? 

A.  An axe, a rope and some nails 

B. Smartphones, laptops, game consoles 

C.  Calculator, pencil case and paper clips 

 

25. What is online reputation? 

A. Opinion about ourselves we create when doing anything online 

B.  The belief of others that we stay online all the time 

C.  The belief people talk about us in the internet 

  

26. What is inappropriate content? 

A.  Things found online that are violent, aggressive or hurt people’s feelings or beliefs 

B.  The things that are appropriate when you look inside 

C.  Things found online that are meant for older age group than the user who finds it. 

D.  A and C 

 

27. What can we do online? 

A.  Shopping 

B.  Paying bills 

C. Playing 

D.  All of the above 
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28. What is cyberbullying? 

A.  Ordering Red Bull online 

B.  All kinds of behaviour meant to hurt or annoy someone online 

C.  Riding a bull in an online game 

 

29. Why cyber bullying is wrong? 

A.  Because the victim gets hurt 

B.  Because people should support each other 

C.  Because it’s against the rules of behaviour 

D.  All of the above 

 

30. How long does everything stay online when we put it there? 

A.  30 minutes 

B.  1 year 

C.  Forever, but we can try and make it less accessible for other users 

  

31. Can we copy parts of somebody else’s work and submit it as our homework not 

mentioning the author’s name? 

A. Yes, it is much easier this way 

B. No. It would be plagiarism 

 

32. What data shouldn’t we put online? 

A.  Our address 

B.  Our PIN number 

C.  A picture of our house 

D.  All of the above 

 

33. Is it always allowed to download movies from the internet without paying for them? 

A.  Yes 

B.  No 
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 34. What kind of online activities do you know? 

A.  Kayaking, Hiking, Diving 

B.  Gaming, Social networking, Blogging 

C.  Cooking, Sewing, Gardening 

 

35. What is internet addiction? 

A.  Sleeping while watching a movie online  

B.  Smoking online 

C.  Extensive use of internet leading to spend a lot of time online and failing to participate in 

other activities 

 

 

36. What are the pros of the internet? 

A.  Possibility to learn 

B.  Keeping children busy not to have to talk to them 

C.  Possibility to search for information 

D.  A and C 

 

37. What are the cons of internet? 

A.  Sometimes it’s a waste of time 

B.  It can physically hurt you 

C.  It can cause cough 

 

38. What should we do if someone offends us online? 

A. Report to parents or teachers  

B. Fight them back 

C. Ask friends to find and beat him/her 
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39. What should we do if we think someone is being cyber bullied? 

A.  Try to ignore it – I can be next if I talk too much 

B.  Join the bullies – it’s fun to hurt someone 

C. Report to parents, teachers, show disapproval for cyber bullying 

 

40. Who can help us if we have any problems online? 

A. Parents 

B.  Teachers 

C.  IT staff 

D.  All of the above 

  

41. Are we anonymous online? 

A.  Yes 

B.  No 

C.  Only to some extent. We can be identified if necessary. 

 

42. What kinds of information put online might make people think well of us? 

A.  Information that doesn’t carry too many personal details 

B.  Modest behaviour 

C.  Professionalism 

D.  All of the above 
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1. B 

2. B Deleting is not good because they are 

not able to show it to anyone asking for 

assistance. Deleting is only allowed after 

reporting to adults when they recommend it. 

3. D 

4. B 

5. B 

6. C 

7. C 

8. B 

9. C 

10. A 

11. C 

12. FALSE – not all narrations of our 

grandfathers are online, not all museum 

exhibits have pictures online etc. 

13. FALSE  

14. FALSE (it is possible that someone might 

read your messages. You have to be careful 

and not use this kind of communication to 

discuss things you don’t want to be public)  

15. TRUE (but sometimes they use it illegally. 

Then we can report it) 

16. FALSE 

17. FALSE 

18. TRUE  

19. C 

20. B 

21. C 

22. A 

23. B. AhmedB A. AB1989 D. 1234 C. 

Qv3NsEdfp 

B is name and first letter of surname. It’s 

easy to guess. A is initials and birthdate. Also 

quite easy D is a bit more difficult as those 

are numbers but this set is very popular. C is 

a random alphanumerical code – the 

strongest password from this set  

24.B 
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25. A 

26. D 

27. D 

28.B 

29. D 

30. C 

31. B 

32. D It differs depending on culture but 

universals are: address, age, passwords, 

credit card details, home pictures, secrets 

33. B No. Some movies are free but for the 

majority we need to buy a license. 

Otherwise it’s theft 

34. B 

35. C  

36. D more pros: access to information, 

quick communication, education, meeting 

your family when you live abroad, getting to 

know different cultures 

37. A and some more cons: wasting time, 

inappropriate content, being contacted by 

strangers, too much information – 

confusing, losing contact with real life 

38. A 

39. C 

40. D 

41. B  

42. D 

 

 


